DigiLocker Enterprise Security Administrator

**Designation:** Senior Manager Administrator

**Age Limit:** 28-40 Years

**Education Qualifications:**
- University degree in the field of computer science, engineering graduate or equivalent.

**Key Requirements**
- Defend systems against unauthorized access, modification and/or destruction
- Perform vulnerability and networking scanning assessments
- Monitor network traffic for unusual activity
- Configure and support security tools such as firewalls, anti-virus software, patch management systems, etc.
- Implement network security policies, application security, access control and data safeguards
- Analyze and establish security requirements for your networks
- Train fellow employees in security awareness and procedures
- Develop and update business continuity and disaster recovery protocols
- Conduct security audits and make policy recommendations
- Provide technical security advice

**Knowledge & Experience**
- 8+ years* of experience implementing security protocols in enterprise solutions
- Strong knowledge of PKI principles, setting HSM integration in enterprise applications
- Experience of securing API endpoints, key management, data encryption/decryption
- Experience of conducting VAPT on a regular basis, documenting security requirements and implementation plan.
- Handling breach events and management of systems during such events.

*Note - Experience may be relaxed by one year if the candidate is found suitable

Please apply via email to: partners@digitallocker.gov.in with subject line: Application for position "Role"

You will be appointed on a contractual basis for two years, this being extendable for another 2 years depending on your work performance.